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# Glossary

The table below summarises the list of terms and acronyms contained in the document in question.

|  |  |
| --- | --- |
| Term/Acronym | Definition |
| RTD | Digital Transaction Log |
| BPD | Digital Payments Bonus |
| FA | Automatic Billing |
| CF | User Tax Code |
| PAN | Primary Account Number |
| HPAN | Hash of the Primary Account Number (PAN) of a digital payment instrument |
| MVP | Minimum Viable Product |
| TBD | To Be Defined |
| N/A | Not applicable |
| T&C | Terms & Conditions |

# Definitions and semantics

The following table shows the semantics of the key terms used in the document in order to articulate the Platform logic.

|  |  |
| --- | --- |
| Term | Definition |
| User | Identifies the person who makes a purchase transaction with a card at a particular *Merchant* and represents the subject to whom the *Bonus* will be awarded. **In the following document, some synonyms of the term User will be used, for example *Cardholder* (to underline card ownership).** |
| Merchant | The term *Merchant* identifies all the operators present in the system. |
| Acquirer | Payment institution or bank that offers its collection services to merchants, installing physical POSs at their premises or in any case intermediating payment transactions. |
| Issuer | Subject subscribing to a Circuit, which issues Cards or other payment instruments, managing the relationship with the Holders. |
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# Introduction and purpose of the document

The purpose of this document is to describe the application solution, in all its interfaces and the different flows of incoming or outgoing events to be managed and the related data exchange methods, as well as the High Level executive architecture, with particular reference to the interfaces presented by the PagoPa SpA systems to the Issuer subjects.

## Introduction and purpose of the initiative

The objective of the project is the creation of a technological infrastructure which allows to enable new use cases and services for citizens and businesses, mainly focused on the digitalisation of payments through the use of cards and payment instruments through physical POSs.

The pillar of the new infrastructure is communications with the Acquirer entities operating in Italy.

The PagoPa platform CentroStella must manage information that must comply with all the requirements of the GDPR; in particular, it must not be allowed to trace the individual transaction and recover the personal data of the payers and/or the payment in any way.

The macro components covered by the initiative are listed below:

|  |  |
| --- | --- |
| **DIGITAL TRANSACTION LOG (RTD)**  Aggregates commercial transactions carried out through digital payment instruments, both by individuals and by companies through physical POSs throughout Italy. A single log that enables the creation of electronic billing, welfare and automation incentive solutions. | |
| **AUTOMATIC BILLING**  Relies on the Digital Transaction Log for the automatic issuance of electronic invoices in the context of a payment made by a company. | **DIGITAL PAYMENTS BONUS**  Relies on the Digital Transaction Log to award bonuses to citizens who make payments through digital payment instruments. |

## Objective

The Digital Transaction Log is the enabling platform for different and future use cases that see the role of electronic payments as central, maintaining a unique integration with Acquirer entities operating in Italy.

### The main objectives of the project are therefore:

1. to encourage payments by electronic means to reduce the use of cash, creating rewarding conditions and a cumulative result even if achieved with different payment instruments.
2. to boost the adoption of e-billing by small operators by simplifying the exchange of information between all the actors involved in the process.

## Functional solution proposed: Digital Payments Bonus

## 

## Happy Flow

The Happy Flow is explained below, summarising the proposed functional solution of the project:

1. The Citizen securely stores their payment instrument on the platform CentroStella
2. The Citizen makes a payment to a physical operator in Italy
3. The Acquirer, after posting the transaction, sends the transaction data to the platform BPD

* The Acquirers participating in the service will send to Centro Stella only the transactions related to circuits different from  PagoBancomat, Amex and Diners.
* The Acquirers will send only the transactions carried out on the PagoBancomat circuit to Bancomat
* Bancomat, Amex and Diners will send directly to CentroStella all the transactions carried out  on their own circuit (including those received from the other Acquirers in case of Bancomat)

1. CentroStella assigns points to the transaction
2. Cashback awards are assigned based on the accumulated points
3. The Citizen enters the IBAN of their current account through the IO App or H/M Banking to be credited with the accrued cashback.

## General Context

If an Issuer of a payment instrument decides, on its own initiative, to see to the integration with the CentroStella platform, it shall mainly:

1. recognise in strong mode (equivalent to SPID) the identity of the Citizen with particular reference to their tax code
2. allow the same to use even a minimal subset of functionalities, such as:
   1. explicit acceptance/rejection of T&Cs and subscription to the service
   2. activation/deactivation and payment instruments issued by the Issuer Bank
   3. sending IBAN for receiving cashback
   4. display total cashback accrued in the period and ranking

# Main processes

Below are the main processes related to the integration with the Issuer Banking systems and common to both scenarios (Digital Payments Bonus and Automatic Billing).

##### 

##### CentroStella authentication processes via API key

The authentication process of the Issuer Bank on CentroStella is preliminary in order to ensure communication between the two systems. Individual calls to the RTD platform (and related BPD/FA sub-systems) will be made through an authentication key, *API Key,* obtained through the registration of the Issuer Bank on the *API Gateway portal.*

|  |
| --- |
| **Process Description** |
| a. the Issuer logs into the API Gateway portal to request registration  b. Upon registration, the portal returns the API key needed to authenticate on CentroStella |

##### Communication of user consent data (T&C Acceptance)

To allow the user to subscribe to the service of their interest, the contract containing the Terms & Conditions of the Digital Payments Bonus/Automatic Billing service will be made available through Home and/or Mobile Banking. Following the user's acceptance of the T&Cs, the Issuer Bank will send the request to CentroStella to save the acceptance date of the T&Cs.

|  |
| --- |
| **Process Description** |
| 1. The Issuer Bank makes a call to CentroStella to save the T&C date; 2. CentroStella saves the acceptance date of the T&Cs on its systems |

##### Managing payment instruments

Exploiting the APIs made available by CentroStella, the Issuers will be able to manage, through the Home and/or Mobile Banking channels, all the payment instruments issued to the same Issuer bank.

In particular, it will be possible to enrol/deactivate a card with respect to the Digital Payments Bonus and Automatic Billing services.

|  |
| --- |
| **Process Description** |
| 1. Enrolment of the payment instrument issued by the Issuer Bank:    1. Home/Mobile Banking calls a service presented by CentroStella in order to activate the payment instrument on the BPD/FA service. The parameters sent to the Platform include the card PAN in clear form.    2. CentroStella calls a hashing service presented by the PM communicating the unique ID of the card    3. The PM hashes the PAN of the payment instrument and sends the HPAN to CentroStella       1. The data related to the enrolled card is saved, so that it can be retrieved from the APP IO.    4. CentroStella proceeds to save the following information, after which the service on the instrument will be active 2. Deactivation of the payment instrument issued by the Issuer Bank:    1. the user selects the BPD/FA service deactivation request option from H/M Banking for the payment instrument. H/M Banking therefore sends the deactivation call to CentroStella.       1. The parameters sent to the Platform include the card PAN in clear form    2. CentroStella calls a hashing service presented by the PM communicating the unique ID of the card    3. The PM hashes the PAN of the payment instrument and sends the HPAN to CentroStella    4. CentroStella proceeds to deactivate the service and deactivation information is saved in the internal database. |

The individual interfaces will be analysed in detail in the following paragraphs.

# 

# 

# 

# Definition of interfaces

## Issuer Registration

The “Registration” service will allow Issuers to register on the API Gateway portal in order to obtain the key used for authentication on CentroStella.

After logging into the API Gateway portal and completing the registration procedure, the portal will provide Issuers with the API key needed to authenticate on CentroStella (see Appendix 2)

[![](data:image/png;base64,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)](https://www.plantuml.com/plantuml/img/VOwn2iCm34HtVuNmxX_m42XqoMPejtOHYKX573l8QY1_7uzf4he8JdUykp9ocb5mWg9hf7g5E_rEqRnSOvyVbXu2YZ8LQx1JNb09ZiP1Wsl0tccXc6UITmfP5AFr83HmRK3bd7QqSzHS_Dnfa8T7dPi63xVGmaYhwUalTM__eZO0)

## Issuer Integration

The following paragraphs describe the APIs and parameters necessary for correct integration with the Digital Payments Bonus and Automatic Billing services:

## 1.1 BPD

### 1.1.1 T&C HTML File Return

API used to recover the html file containing the Digital Payments Bonus Terms and Conditions of Service.

**Path**: /bpd/tc/html

**Method**: GET

##### Path Parameters

No parameters envisaged

##### Query Parameters

No parameters envisaged

##### Request Header

No parameters envisaged

##### Request Body

No parameters envisaged

##### Response Code

HTTP Response Code 200

##### Response Header

No parameters envisaged

##### Response Body

The service responds with the html file, containing the Digital Payments Bonus Terms and Conditions of Service.

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **404** | FILE\_NOT\_FOUND | file not found |
| **500** | GENERIC\_ERROR | generic error |

### 1.1.2 Setting/modifying IBAN from H/M Banking

The BPD platform will provide a service through which the user can save/update, from Home/Mobile Banking, the IBAN on which he/she wishes to receive the award payment. With IBAN entry from H/M Banking, the user can only enter IBANs associated exclusively with accounts opened at the Issuer Bank providing the portal. In case Issuers will be willing to manage technical accounts, in the API “Get User Status” the query parameter “flagTechnicalAccount” must be valued “true”

**URL**: bpd/hb/citizens/{id}

**METHOD**: PATCH

##### Path Parameters

|  |  |  |
| --- | --- | --- |
| **field** | **format** | **Description** |
| **id** | Alphanumeric | user ID, which corresponds to their  tax code |

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | String | NO | Request ID, unique identifier determined by initialisation (UUID) |

##### 

##### Request Body

|  |  |  |  |
| --- | --- | --- | --- |
| **field** | **format** | **Mandatory** | **Description** |
| **accountHolderCF** | String | YES | Tax code of the IBAN holder |
| **accountHolderName** | String | YES | Name of IBAN holder |
| **accountHolderSurname** | String | YES | Surname of the IBAN holder |
| **payoffInstr** | String | YES | means of payment, e.g., IBAN user |
| **payoffInstrType** | enum | YES | type of payment instrument for collecting the award |
| **technicalAccountHolder** | Alphanumeric | NO\* (necessary only for technical accounts) | Issuer’s company Name  example: CONTO TECNICO srl |
| **issuerCardId** | Alphanumeric (max 20 char) | NO\* (necessary only for technical accounts) | unique identifier of the payment instrument released by the Issuer, in case of technical accounts |

**Response Code**

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

##### Response Body

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **validationStatus** | String | YES | Validation status following the call to check Iban, the possible values ​ ​ will be:   * OK: the IBAN is associated with the user (IBAN will be saved in BPD) * KO: the IBAN is not associated with the user (IBAN will not be saved in BPD) * UNKNOWN\_PSP: could not verify (IBAN will be saved in BPD   In the case of Technical accounts, the CheckIBAN service will not be invoked, hence the above results will not be shown. |

##### HTTP Error Codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **500** | GENERIC\_ERROR | error retrieving user profile |
| **403** | TC\_NOT\_ACCEPTED | T&Cs were not accepted |
| **400** | IBAN\_NOT\_VALID | Iban entered is syntactically incorrect |

### 1.1.3 H/M Banking Payment Instrument Enrolment

#### 1.1.3.1 Card type payment instrument enrolment

API used to enrol a card type payment instrument (credit, debit or prepaid credit) to the digital payment bonus program.

**Path**: /bpd/hb/payment-instruments/card

**Method**: PUT

##### Path Parameters

No parameters envisaged

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | Alphanumeric | NO | Request ID, unique identifier determined by initialisation (UUID) |

##### Request Body

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **id\*** | Alphanumeric | YES | id of the payment instrument encrypted with pgp key, which corresponds to the Primary Account Number (PAN) of the payment method |
| **fiscalCode** | Alphanumeric | YES | user ID, which corresponds to their tax code |
| **expireYear** | Number | YES | expiry year of the payment instrument (4 digits ex. 2020) |
| **exprireMonth** | Alphanumeric | YES | expiry month of the payment instrument (2 digits ex .11) |
| **issuerAbiCode** | Alphanumeric | YES | ABI code of the card issuing bank |
| **brand** | enum | YES | type of circuit  String (VISA ,MASTERCARD, MAESTRO, VISA\_ELECTRON, AMEX, PAGOBANCOMAT, OTHER) |
| **holder** | Alphanumeric | NO | cardholder (Name and Surname) |
| **type** | enum | YES | card type (PP=Prepaid, DEB=Debit card, CRD=Credit card)  possible values: PP, DEB, CRD |
| **channel** | Alphanumeric | YES | Channel that uniquely identifies the issuer on the platform that matches the **ABI** Issuer code |
| **tokenPanList\*** | String List | NO | encrypted list of the tokenized PANs ( separated by **;** ) linked to the physical card PAN such as GooglePay, ApplePay etc  example:  pgp value of the string list (*"token1;token2;token3")* |
| **PAR** | String | NO | corresponds to the Payment Account Reference |

**\*Not necessary for the SIT environment**. The parameter id, once encrypted with the pgp public key, must have the following structure in the Request Body :

-----BEGIN PGP MESSAGE-----\nVersion: BCPG C# v1.6.1.0\n\nhQEMA+NENQPn0iNJAQf/ee9tRkksD+IhY84e2SG4Or51kopVtwWbysbzEpWX0oAo\n0aVLq10BHbTs2zEG1L1Xwqf24YrrRvc6IUX73j4Xh6n//Mz7op8dCD47uMSVeSDa\n9EMd239jDKD31d6O3I1CEPfnaTVOPy4veHxgNn6deWxdUai9a1RCZMJXO9AXWKtu\n6oVjUMWiJhpT8zK9OO2KT+YpMUWp8CTJfoQQVMdZx8lqpYvXvmblAAtT7HZfGn41\nFYnPv07mOseniLI5jOeHcUwDb2uVZExysxfotgW8VECUXT/39kLYkqzh4USyvVWo\nMC9XN1Jo3iXV6Z1BYDS9f/BydHPk3EGJeOk41QVY68kuVMrPTKAMluHg49E0vj+X\nSVEP14vqqNn0hsRJDDOYnFUVbOlEhYHW4q31mttOIw==\n=7n38\n-----END PGP MESSAGE-----\n

**Response Code**

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **activationDate** | Timestamp | YES | timestamp of the activation of the payment instrument. FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |

**HTTP Error Codes**

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **403** | TC\_NOT\_ACCEPTED | Terms & Conditions not accepted. To enable a payment instrument, the user must first register accepting the T&Cs of the service |
| **500** | GENERIC\_ERROR | error retrieving user profile |
| **409** | HPAN\_OTHER\_CF | The payment instrument is “active” in BPD and has been enrolled by another user |
| **400** | BAD\_REQUEST | bad request. |

#### 1.1.3.2 BancomatPay payment instrument enrolment

API used to enable a BancomatPay type payment instrument in BPD

**Path**: /bpd/hb/payment-instruments/bpay

**Method**: PUT

##### Path Parameters

No parameter envisaged

##### Query Parameters

No parameter envisaged

##### 

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | Alphanumeric | NO | Request ID, unique identifier determined by initialisation (UUID) |

##### Request Body

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **id** | Alphanumeric | YES | unique id of the payment instrument, which corresponds to the encrypted value of the string “ABI+ mobile number” |
| **fiscalCode** | Alphanumeric | YES | user ID, which corresponds to their tax code |
| **channel** | Alphanumeric | YES | Channel that uniquely identifies the issuer on the platform valued with the fixed value **“BPAY1”** |
| **groupCode** | String | YES | ABI code of the group to which the bank indicated in the InstituteCode field belongs. |
| **instituteCode** | String | YES | User Institute ABI Code. |
| **bank** | String | YES | Name of the Issuer Bank |
| **nameHolder** | String | YES | Account Holder's obscured Name |
| **surnameHolder** | String | YES | Account Holder's obscured Surname |
| **phoneNumber** | String | YES | Account Holder's obscured Mobile Number |
| **cryptedPhoneNumber** | String | YES | Account Holder's encrypted Mobile Number |
| **serviceStatus** | enum | YES | Service status:  domain: ("ATT",  "DIS",  "SOSP",  "SAT\_GG",  "SAT\_MM",  "SAT\_NO",  "NFC\_IN\_COR",  "NFC\_ESTINTO",  "ATTPND",  "DISPND") |
| i**nfoPaymentInstrument** |  | YES | basic information about the instrument. Field consisting of the fields indicated in the "InstrumentInfo” table |

**“InstrumentInfo” table**

|  |  |  |  |
| --- | --- | --- | --- |
| **iban** | String | YES | obscured iban |
| **flagPreferredPaymentPI** | Boolean | YES | If set to true, it indicates that the instrument with which it is associated has been set as the default instrument for outgoing payments. |
| **flagPreferredIncomingPI** | Boolean | YES | If set to true, it indicates that the instrument with which it is associated has been set as the default instrument for incoming payments. |

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

##### Response Body

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **activationDate** | Timestamp | YES | timestamp of the activation of the payment instrument. FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |

**HTTP Error Codes**

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **403** | TC\_NOT\_ACCEPTED | Terms & Conditions not accepted. To enable a payment instrument, the user must first register, accepting the T&Cs of the service |
| **500** | GENERIC\_ERROR | error retrieving user profile |
| **409** | HPAN\_OTHER\_CF | The payment instrument is “active” in BPD and has been enrolled by another user |

#### 

#### 1.1.3.3 Satispay payment instrument enrolment

API used to enable a payment instrument of the Satispay type for the digital payment bonus program.

**Path**: /bpd/hb/payment-instruments/satispay/{id}

**Method:** PUT

##### Path Parameters

|  |  |  |
| --- | --- | --- |
| **field** | **format** | **Description** |
| **id** | Alphanumeric | unique id of the payment instrument (Customer ID) |

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | Alphanumeric | NO | Request ID, unique identifier determined by initialisation (UUID) |

**Request Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **fiscalCode** | Alphanumeric | YES | user ID, which corresponds to their  tax code |
| **channel** | Alphanumeric | YES | Channel that uniquely identifies the issuer on the platform valued with the fixed value **“STPAY”** |

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **activationDate** | Timestamp | YES | timestamp of the activation of the payment instrument. FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |

**HTTP Error Codes**

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **403** | TC\_NOT\_ACCEPTED | Terms & Conditions not accepted. To enable a payment instrument, the user must first register, accepting the T&Cs of the service |
| **500** | GENERIC\_ERROR | error retrieving user profile |
| **409** | HPAN\_OTHER\_CF | The payment instrument is “active” in BPD and has been enrolled by another user |

#### 1.1.3.4 Other payment instrument enrolment

API used to enable a payment instrument different from Cards, Bpay and Satispay to digital payment bonus program.

**Path**: /bpd/hb/payment-instruments/other

**Method:** PUT

##### Path Parameters

No parameters envisaged

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | Alphanumeric | NO | Request ID, unique identifier determined by initialisation (UUID) |

**Request Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **id** | Alphanumeric | YES | id of the payment instrument encrypted with pgp key\*  (example: contractID etc) |
| **fiscalCode** | Alphanumeric | YES | user ID, which corresponds to their tax code |
| **channel** | Alphanumeric | YES | channel that uniquely identifies the issuer on the platform valued with the fixed value**:**   * Telepass: TPASS * Telepass Pay: TPAY1 * VenPay: VNPAY |
| **instrumentBrand** | Alphanumeric | YES | a fixed value that permits to easily identify the instrument typology (based on the Issuer)  ex. domain:   * Telepass: TELEPASS * Telepass Pay: TPAY * VenPay: VENP\_CCAPP   The field value will be specific for every Issuer that will use the API and will be agreed upon with CentroStella. |
| **description** | Alphanumeric (max 30 char) | YES | description of the payment instrument containing further details that allow the user to uniquely identify the payment instrument. The information must be known by the user. |
| **additionalInfo** | String | NO | additional information at the discretion of the Issuer, useful to the User in order to identify the payment Instrument  (ex. expiry date ) |
| **additionalInfo2** | String | NO | other additional information at the discretion of the Issuer, useful to the User in order to identify the payment Instrument |

**\*Not necessary for the SIT environment**. The parameter id, once encrypted with the pgp public key, must have the following structure in the Request Body :

-----BEGIN PGP MESSAGE-----\nVersion: BCPG C# v1.6.1.0\n\nhQEMA+NENQPn0iNJAQf/ee9tRkksD+IhY84e2SG4Or51kopVtwWbysbzEpWX0oAo\n0aVLq10BHbTs2zEG1L1Xwqf24YrrRvc6IUX73j4Xh6n//Mz7op8dCD47uMSVeSDa\n9EMd239jDKD31d6O3I1CEPfnaTVOPy4veHxgNn6deWxdUai9a1RCZMJXO9AXWKtu\n6oVjUMWiJhpT8zK9OO2KT+YpMUWp8CTJfoQQVMdZx8lqpYvXvmblAAtT7HZfGn41\nFYnPv07mOseniLI5jOeHcUwDb2uVZExysxfotgW8VECUXT/39kLYkqzh4USyvVWo\nMC9XN1Jo3iXV6Z1BYDS9f/BydHPk3EGJeOk41QVY68kuVMrPTKAMluHg49E0vj+X\nSVEP14vqqNn0hsRJDDOYnFUVbOlEhYHW4q31mttOIw==\n=7n38\n-----END PGP MESSAGE-----\n

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **activationDate** | Timestamp | YES | timestamp of the activation of the payment instrument. FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |

**HTTP Error Codes**

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **403** | TC\_NOT\_ACCEPTED | Terms & Conditions not accepted. To enable a payment instrument, the user must first register, accepting the T&Cs of the service |
| **500** | GENERIC\_ERROR | error retrieving user profile |
| **409** | HASHID\_OTHER\_CF | The payment instrument is “active” in BPD and has been enrolled by another user |

### 

### 1.1.4 Accepting T&Cs from H/M Banking

API used to enrol the user, which in fact consists of the acceptance of the digital Payments Bonus Terms and Conditions of Service.

**Path**: /bpd/hb/citizens/{id}

**Method**: PUT

##### Path Parameters

|  |  |  |
| --- | --- | --- |
| **Field** | **Format** | **Description** |
| **id** | Alphanumeric | user ID, which corresponds to their  tax code |

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by initialisation (UUID) |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |

**Request Body**

No request body

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **field** | **format** | **Mandatory** | **Description** |
| **fiscalCode** | Alphanumeric | YES | user ID, which corresponds to their  tax code |
| **payoffInstr** | Alphanumeric | NO | identifier of the payment instrument for collecting the award |
| **payoffInstrType** | Alphanumeric | NO | type of payment instrument for collecting the award |
| **enabled** | Boolean | YES | service activation status  by the citizen |
| **timestampTC** | Timestamp | YES | timestamp of T&C acceptance. FORMAT ISO8601 yyyy- MM-ddTHH:mm:ss.SSSXXXXX |

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **500** | GENERIC\_ERROR | error retrieving user profile |

### 1.1.5 Citizen H/M Banking Status

API used to retrieve information about the citizen.

**Path**: /bpd/hb/citizens/{id}

**Method**: GET

##### Path Parameters

|  |  |  |
| --- | --- | --- |
| **field** | **format** | **Description** |
| **id** | Alphanumeric | user ID, which corresponds to their  tax code |

**Query Parameters**

|  |  |  |
| --- | --- | --- |
| **field** | **format** | **Description** |
| **flagTechnicalAccount** | Boolean | must contain the value TRUE only in case the Issuer will be managing technical Accounts. In this case, the field IBAN in the response body will contain a placeholder |

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | Alphanumeric | NO | Request ID, unique identifier determined by initialisation (UUID) |

**Request Body**

No parameters envisaged

##### Response Code

HTTP Response Code 200

##### 

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **fiscalCode** | Alphanumeric | YES | user ID, which corresponds to their  tax code |
| **payoffInstr** | Alphanumeric | NO | identifier of the payment instrument for collecting the award.  For the technical accounts, the field will contain a placeholder (CONTO TECNICO). |
| **payoffInstrType** | Alphanumeric | NO | type of payment instrument for collecting the award |
| **enabled** | Boolean | YES | status of service activation  by the citizen |
| **timestampTC** | Timestamp | YES | timestamp of T&C acceptance. FORMAT ISO8601 yyyy- MM-ddTHH:mm:ss.SSSXXXXX |
| **technicalAccountHolder** | Alphanumeric | NO\* (necessary only for technical accounts) | Issuer’s company Name  example: CONTO TECNICO srl |
| **issuerCardId** | Alphanumeric (max 20 char) | NO\* (necessary only for technical accounts) | unique identifier of the payment instrument released by the Issuer, in case of technical accounts |

**HTTP Error Codes**

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **403** | TC\_NOT\_ACCEPTED | Terms & Conditions not accepted. To enable a payment instrument, the user must first register accepting the T&Cs of the service |
| **500** | GENERIC\_ERROR | error retrieving user profile |
| **404** | CF\_NOT\_FOUND | Tax code not found |

### 1.1.6 H/M Banking Payment Instrument Status

API used to retrieve the status of a payment instrument to the BPD program. If there are token related to the PAN, they will have the same status as the master payment instrument.

**Path**: /bpd/hb/payment-instruments/{id}

**Method**: GET

##### Path Parameters

|  |  |  |
| --- | --- | --- |
| **field** | **format** | **Description** |
| **id** | Alphanumeric | id of the payment instrument, which corresponds to the Primary Account Number (PAN) of the payment method |

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | Alphanumeric | NO | Request ID, unique identifier determined by initialisation (UUID) |

##### Request Body

No Request Body

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **hpan** | Alphanumeric | YES | id of the payment instrument, which corresponds to the hash of the Primary Account Number (PAN) of the payment method |
| **fiscalCode** | Alphanumeric | YES | Tax code linked to the payment instrument |
| **Status** | Alphanumeric | YES | status of the payment instrument and the eventual tokens related to the PAN. Can have the following values:   * ACTIVE * INACTIVE |
| **activationDate** | Timestamp | YES | timestamp of the activation of the payment instrument. FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |
| **deactivationDate** | Timestamp | NO | timestamp of the eventual deactivation of the payment instrument. FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **403** | TC\_NOT\_ACCEPTED | Terms & Conditions not accepted. To enable a payment instrument, the user must first register, accepting the T&Cs of the service |
| **500** | GENERIC\_ERROR | error retrieving user profile |
| **404** | HPAN\_NOT\_FOUND | hashPan not found |

### 1.1.7 H/M Banking Payment Instrument deactivation

API used to deactivate the payment instrument from BPD.

**Path**: /bpd/hb/payment-instruments/{id}

**Method**: DELETE

##### Path Parameters

|  |  |  |
| --- | --- | --- |
| **field** | **format** | **Description** |
| **id** | Alphanumeric | id of the payment instrument, which corresponds to the Primary Account Number (PAN) of the payment method |

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | String | NO | Request ID, unique identifier determined by initialisation (UUID) |

##### Request Body

No parameters envisaged

##### Response Code

HTTP Response Code 204

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

No response body

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **404** | HPAN\_NOT\_FOUND | hpan not found |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **500** | GENERIC\_ERROR | error retrieving user profile |

### 1.1.8 Award Period List

API that returns a list containing information about the award periods.

**URL**: /bpd/hb/award-periods/v2

**METHOD**: GET

##### Path Parameters

No parameters envisaged

##### Query Parameters

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by initialisation (UUID) |
| **Ocp-Apim-Subscription- Key** | Alphanumeric | YES | Subscription key associated  with the issuer |

##### Request Body

No request body

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

The response body is formed as a list of objects containing the following information:

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **awardPeriodId** | Number | YES | unique identification of the award period |
| **startDate** | Date | YES | Award period start date. FORMAT ISO8601 yyyy-MM-dd |
| **endDate** | Date | YES | Award period end date. FORMAT ISO8601 yyyy-MM-dd |
| **minTransactionNumber** | Number | YES | Minimum number of transactions to access cashback |
| **maxAmount** | Number | YES | Maximum amount payable in the period |
| **minPosition** | Number | YES | Minimum position for application of the “special refund” |
| **maxTransactionCashback** | Number | YES | Maximum cumulative cashback per single transaction |
| **maxPeriodCashback** | Number | YES | Maximum cashback which can be accumulated for the entire period |
| **cashbackPercentage** | Number | YES | Cashback percentage |
| **gracePeriod** | Number | YES | Duration of the grace period |
| **maxTransactionEvaluated** | Number | YES | Maximum value attributable to the single transaction |
| **status** | String | YES | Status of the Award period:   * ACTIVE (current active period) * INACTIVE (future periods) * WAITING (during grace period) * CLOSED (previous periods) |

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **500** | GENERIC\_ERROR | error during user profile retrieval |

### 1.1.9 Retrieving ranking

API used to retrieve information on the ranking, calculated based on the score accumulated by a given user registered for the digital payment bonus service. It is assumed that the user has accepted the T&Cs and is therefore registered on the BPD system; otherwise, the API returns an error.

If the awardPeriodId is specified, the API will return a list containing the details for the requested period, otherwise will return a detailed list including current periods and all previous ones

**URL**: /bpd/hb/citizens/{id}/ranking

**METHOD**: GET

##### Path Parameters

|  |  |  |
| --- | --- | --- |
| **field** | **format** | **Description** |
| **id** | Alphanumeric | user ID, which corresponds to their  tax code |

**Query Parameters**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **awardPeriodId** | Numeric | NO | unique identifier of the award period |

**Request Header**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by initialisation (UUID) |
| **Ocp-Apim-Subscription- Key** | Alphanumeric | YES | Subscription key associated  with the issuer |

##### Request Body

No request body

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **ranking** | Number | YES | Ranking position referring to the current award period. |
| **totalParticipants** | Number | YES | Total number of participants in the Digital Payments Bonus |
| **maxTransactionNumber** | Number | YES | Maximum number of transactions made by users who are eligible for the “special refund” |
| **minTransactionNumber** | Number | YES | Minimum number of transactions made by users eligible for the “special refund” |
| **transactionNumber** | Number | YES | Number of transactions made  by the user |
| **awardPeriodId** | Number | YES | unique identifier of the award period |

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** | | | | |
| **401** | TOKEN\_NOT\_VALID | invalid token | | | | |
| **500** | GENERIC\_ERROR | error during user  profile retrieval |  |  |  |  |

### 

### 1.1.10 Retrieving cashback total

### API used to verify the calculated score based on the points accumulated by a given user registered for the digital payment bonus service.

**URL**: /bpd/hb/winning-transactions/total-cashback

**METHOD**: GET

##### Path Parameters

No parameter

**Query Parameters**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Format** | **Mandatory** | **Description** |
| **awardPeriodId** | Number | YES | unique identifier of the award period |
| **fiscalCode** | Alphanumeric | YES | user ID, which corresponds to their tax code |

**Request Header**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by initialisation (UUID) |
| **Ocp-Apim-Subscription- Key** | Alphanumeric | YES | Subscription key associated  with the issuer |

##### Request Body

No request body

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **totalCashback** | Number | YES | Sum of the accumulated cashback of all transactions, up to a ceiling defined by the period |
| **transactionNumber** | Number | YES | Number of transactions made  by the user |

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **500** | GENERIC\_ERROR | error during user profile retrieval |

### 1.1.11 Unsubscribe Citizen

API used for disabling the citizen from the platform. This operation allows you to disable the user and all his active payment instruments, his transactions and ranking.

**URL**: /bpd/hb/citizens/{id}

**METHOD**: DELETE

**Path Parameters**

|  |  |  |
| --- | --- | --- |
| **Field** | **Format** | **Description** |
| **id** | Alphanumeric | user ID, which corresponds to their tax code |

**Query Parameters**

Nessun parametro previsto

**Request Header**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Format** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by initialisation (UUID) |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |

**Request Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Format** | **Mandatory** | **Description** |
| **channel** | Alphanumeric | YES | the channel that identifies the Issuer calling the API:   1. Issuer’s **ABI code** 2. string “BPAY1” for PagoBancomat 3. string “STPAY” for Satispay |

**Response Code**

HTTP Response Code 204

**Response Header**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Format** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

No response body

**HTTP Error Codes**

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid key |
| **500** | GENERIC\_ERROR | generic error |
| **400** | TOO\_MANY\_CHANNELS | error that occurs in case there are other payments instruments that are active and enrolled from other channels |

## 

### 1.1.12 H/M Banking Update Payment instrument Tokens

API used to update the tokens related to a physical Card (identified by the PAN) enrolled on BPD.

**Path**: /bpd/hb/payment-instruments

**Method**: PATCH

##### Path Parameters

No parameters envisaged

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | String | NO | Request ID, unique identifier determined by initialisation (UUID) |

##### Request Body

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **id\*** | Alphanumeric | YES | id of the payment instrument, which corresponds to the encrypted Primary Account Number (PAN) of the payment method |
| **fiscalCode** | Alphanumeric | YES | user ID, which corresponds to their tax code |
| **tokenPanList\*** | String List | NO | encrypted list of the tokenized PANs ( separated by **;** ) linked to the physical card PAN such as GooglePay, ApplePay etc  example:  pgp value of the string list (*"token1;token2;token3")* |
| **PAR** | String | NO | corresponds to the Payment Account Reference |

**\*Not necessary for the SIT environment**. The parameter id, once encrypted with the pgp public key, must have the following structure in the Request Body :

-----BEGIN PGP MESSAGE-----\nVersion: BCPG C# v1.6.1.0\n\nhQEMA+NENQPn0iNJAQf/ee9tRkksD+IhY84e2SG4Or51kopVtwWbysbzEpWX0oAo\n0aVLq10BHbTs2zEG1L1Xwqf24YrrRvc6IUX73j4Xh6n//Mz7op8dCD47uMSVeSDa\n9EMd239jDKD31d6O3I1CEPfnaTVOPy4veHxgNn6deWxdUai9a1RCZMJXO9AXWKtu\n6oVjUMWiJhpT8zK9OO2KT+YpMUWp8CTJfoQQVMdZx8lqpYvXvmblAAtT7HZfGn41\nFYnPv07mOseniLI5jOeHcUwDb2uVZExysxfotgW8VECUXT/39kLYkqzh4USyvVWo\nMC9XN1Jo3iXV6Z1BYDS9f/BydHPk3EGJeOk41QVY68kuVMrPTKAMluHg49E0vj+X\nSVEP14vqqNn0hsRJDDOYnFUVbOlEhYHW4q31mttOIw==\n=7n38\n-----END PGP MESSAGE-----\n

##### 

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **activationDate** | Timestamp | YES | timestamp of the activation of the physical card (identified by the PAN). FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **404** | HPAN\_NOT\_FOUND | hpan not found |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **500** | GENERIC\_ERROR | error retrieving user profile |

## 1.2 FA

### 1.2.1 T&C HTML File Return

API used to recover the Automatic Billing Terms and Conditions of Service HTML file.

**Path**: /fa/tc/html

**Method**: GET

##### Path Parameters

No parameters envisaged

##### Query Parameters

No parameters envisaged

##### Request Header

No parameters envisaged

##### Rquest Body

No parameters envisaged

##### Response Code

HTTP Response Code 200

##### Response Header

No parameters envisaged

##### Response Body

The service responds with HTML (MediaType = text/html) containing the Automatic Billing Terms and Conditions of Service.

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **404** | FILE\_NOT\_FOUND | file not found |
| **500** | GENERIC\_ERROR | generic error |

### 1.2.2 Accepting T&C from H/M Banking

API used to send HB's acceptance of the Terms & Conditions of a customer who wants to onboard to the automatic billing service

**Path**: /fa/hb/customer/{id}

**Method:** PUT

##### Path Parameters

|  |  |  |
| --- | --- | --- |
| **Field** | **Format** | **Description** |
| **id** | Alphanumeric | user ID, which corresponds to their  tax code |

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by initialisation (UUID) |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |

**Request Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Format** | **Mandatory** | **Description** |
| **vatNumberList** | String List | NO | user ID list, which corresponds to VAT No. |
| **SDI** | Alphanumeric | YES | recipient code or certified email address |

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **field** | **format** | **Mandatory** | **Description** |
| **fiscalCode** | String | YES | user ID, which corresponds to their  tax code |
| **vatNumberList** | String | NO | user ID list, which  corresponds to VAT No. |
| **timestampTC** | Timestamp | YES | timestamp of T&C acceptance. FORMAT ISO8601 yyyy- MM-ddTHH:mm:ss.SSSXXXXX |

**HTTP Error Codes**

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **500** | GENERIC\_ERROR | error retrieving user profile |

### 1.2.3 Customer H/M Banking Status

API used to retrieve status information about a customer onboarded to the automatic billing program.

**Path**: /fa/hb/customer/{id}

**Method**: GET

##### Path Parameters

|  |  |  |
| --- | --- | --- |
| **Field** | **Format** | **Description** |
| **id** | Alphanumeric | customerID, which corresponds to their  tax code |

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | Alphanumeric | NO | Request ID, unique identifier determined by initialisation (UUID) |

##### Request Body

No parameters envisaged

**Response Code**

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **id** | Alphanumeric | YES | customer id, which corresponds to their tax code |
| **vatNumberList** | Alphanumeric list | NO | List of customer VAT numbers |
| **status** | Alphanumeric | YES | status of the payment instrument. Can have the following values:   * ACTIVE * INACTIVE |
| **activationDate** | Timestamp | YES | timestamp of the activation of the payment instrument. FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |
| **deactivationDate** | Timestamp | YES | timestamp of the deactivation of the payment instrument. FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **403** | TC\_NOT\_ACCEPTED | Terms & Conditions not accepted. To enable a payment instrument, the user must first register, accepting the T&Cs of the service |
| **500** | GENERIC\_ERROR | error retrieving user profile |
| **404** | CF\_NOT\_FOUND | tax code not found |

### 1.2.4 H/M Banking Payment Instrument Enrolment

#### 1.2.4.1 Card type payment instrument enrolment

API used to enrol a card type payment instrument (credit, debit or prepaid credit) to the automatic billing program.

**Path**: /fa/hb/payment-instruments/card

**Method**: PUT

##### Path Parameters

No parameters envisaged

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | Alphanumeric | NO | Request ID, unique identifier determined by initialisation (UUID) |

##### Request Body

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **id** | Alphanumeric | YES | id of the payment instrument encrypted with pgp key, which corresponds to the Primary Account Number (PAN) of the payment method**\*** |
| **fiscalCode** | Alphanumeric | YES | user ID, which corresponds to their tax code |
| **expireYear** | Number | YES | expiry year of the payment instrument (4 digit es. 2020) |
| **exprireMonth** | Alphanumeric | YES | expiry month of the payment instrument (2 digit es .11) |
| **issuerAbiCode** | Alphanumeric | YES | ABI code of the card issuing bank |
| **brand** | enum | YES | type of circuit  String: (VISA,MASTERCARD, MAESTRO,VISA\_ELECTRON, AMEX, OTHER) |
| **holder** | Alphanumeric | NO | cardholder (Name and Surname) |
| **type** | enum | YES | card type (PP=Prepaid, DEB=Debit card, CRD=Credit card)  possible values: PP, DEB, CRD |
| **channel** | Alphanumeric | YES | Channel that uniquely identifies the issuer on the platform that matches the **ABI** Issuer code |
| **tokenPanList** | String List | NO | list of the tokenized PANs linked to the physical card (PAN)  ex. tokenized payment instruments such as GooglePay, ApplePay etc |
| **PAR** | String | NO | corresponds to the Personal Account Reference |

**\*Not necessary for the SIT environment**. The parameter id, once encrypted with the pgp public key, must have the following structure in the Request Body :

-----BEGIN PGP MESSAGE-----\nVersion: BCPG C# v1.6.1.0\n\nhQEMA+NENQPn0iNJAQf/ee9tRkksD+IhY84e2SG4Or51kopVtwWbysbzEpWX0oAo\n0aVLq10BHbTs2zEG1L1Xwqf24YrrRvc6IUX73j4Xh6n//Mz7op8dCD47uMSVeSDa\n9EMd239jDKD31d6O3I1CEPfnaTVOPy4veHxgNn6deWxdUai9a1RCZMJXO9AXWKtu\n6oVjUMWiJhpT8zK9OO2KT+YpMUWp8CTJfoQQVMdZx8lqpYvXvmblAAtT7HZfGn41\nFYnPv07mOseniLI5jOeHcUwDb2uVZExysxfotgW8VECUXT/39kLYkqzh4USyvVWo\nMC9XN1Jo3iXV6Z1BYDS9f/BydHPk3EGJeOk41QVY68kuVMrPTKAMluHg49E0vj+X\nSVEP14vqqNn0hsRJDDOYnFUVbOlEhYHW4q31mttOIw==\n=7n38\n-----END PGP MESSAGE-----\n

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **activationDate** | Timestamp | YES | timestamp of the activation of the payment instrument. FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |

**HTTP Error Code**

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **403** | TC\_NOT\_ACCEPTED | Terms & Conditions not accepted. To enable a payment instrument, the user must first register, accepting the T&Cs of the service |
| **500** | GENERIC\_ERROR | error retrieving user profile |
| **409** | HPAN\_OTHER\_CF | The payment instrument is “active” in BPD and has been enrolled by another user |
| **400** | BAD\_REQUEST | bad request. |

#### 1.2.4.2 BancomatPay payment instrument enrolment

API used to enable a BancomatPay type payment instrument in FA

**Path**: /fa/hb/payment-instruments/bpay

**Method**: PUT

##### Path Parameters

No parameters envisaged

##### Query Parameters

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | Alphanumeric | NO | Request ID, unique identifier determined by initialisation (UUID) |

##### Request Body

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **id** | Alphanumeric | YES | unique id of the payment instrument, which corresponds to the encrypted value of the string “ABI+ mobile number” |
| **fiscalCode** | Alphanumeric | YES | user ID, which corresponds to their tax code |
| **channel** | Alphanumeric | YES | Channel that uniquely identifies the issuer on the platform valued with the fixed value **“BPAY1”** |
| **groupCode** | String | YES | ABI code of the group to which the bank indicated in the InstituteCode field belongs. |
| **instituteCode** | String | YES | User Institute ABI Code. |
| **bank** | String | YES | Name of the Issuer Bank |
| **nameHolder** | String | YES | Account Holder's obscured Name |
| **surnameHolder** | String | YES | Account Holder's obscured Surname |
| **phoneNumber** | String | YES | Account Holder's obscured Mobile Number |
| **cryptedPhoneNumber** | String | YES | Account Holder's encrypted Mobile Number |
| **serviceStatus** | enum | YES | Service status:  domain: ("ATT",  "DIS",  "SOSP",  "SAT\_GG",  "SAT\_MM",  "SAT\_NO",  "NFC\_IN\_COR",  "NFC\_ESTINTO",  "ATTPND",  "DISPND") |
| i**nfoPaymentInstrument** |  | YES | basic information about the instrument. Field consisting of the fields indicated in the "InstrumentInfo” table |

**“InstrumentInfo” table**

|  |  |  |  |
| --- | --- | --- | --- |
| **iban** | String | YES | obscured iban |
| **flagPreferredPaymentPI** | Boolean | YES | If set to true, it indicates that the instrument with which it is associated has been set as the default instrument for outgoing payments. |
| **flagPreferredIncomingPI** | Boolean | YES | If set to true, it indicates that the instrument with which it is associated has been set as the default instrument for incoming payments. |

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **activationDate** | Timestamp | YES | timestamp of the activation of the payment instrument. FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |

**HTTP Error Codes**

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **403** | TC\_NOT\_ACCEPTED | Terms & Conditions not accepted. To enable a payment instrument, the user must first register accepting the T&Cs of the service |
| **500** | GENERIC\_ERROR | error retrieving user profile |
| **409** | HPAN\_OTHER\_CF | The payment instrument is “active” in FA and has been enrolled by another user |

#### 1.2.4.3 Satispay payment instrument enrolment

API used to enable a payment instrument of the Satispay type for the FA program.

**Path**: /fa/hb/payment-instruments/satispay/{id}

**Method:** PUT

##### Path Parameters

|  |  |  |
| --- | --- | --- |
| **field** | **format** | **Description** |
| **id** | Alphanumeric | unique id of the payment instrument (Customer ID) |

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | Alphanumeric | NO | Request ID, unique identifier determined by initialisation (UUID) |

##### Request Body

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **fiscalCode** | Alphanumeric | YES | user ID, which corresponds to their  tax code |
| **channel** | Alphanumeric | YES | Channel that uniquely identifies the issuer on the platform valued with the fixed value **“STPAY”** |

**Response Code**

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **activationDate** | Timestamp | YES | timestamp of the activation of the payment instrument. FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **403** | TC\_NOT\_ACCEPTED | Terms & Conditions not accepted. To enable a payment instrument, the user must first register accepting the T&Cs of the service |
| **500** | GENERIC\_ERROR | error retrieving user profile |
| **409** | HPAN\_OTHER\_CF | The payment instrument is “active” in FA and has been enrolled by another user |

### 1.2.5 H/M Banking Payment Instrument Status

API used to retrieve the status of a payment instrument to the FA program. If there are token related to the PAN, they will have the same status as the master payment instrument.

**Path**: /fa/hb/payment-instruments/{id}

**Method**: GET

##### Path Parameters

|  |  |  |
| --- | --- | --- |
| **field** | **format** | **Description** |
| **id** | Alphanumeric | id of the payment instrument, which corresponds to the Primary Account Number (PAN) of the payment method |

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | Alphanumeric | NO | Request ID, unique identifier determined by initialisation (UUID) |

**Request Body**

No parameters envisaged

**Response Code**

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **hpan** | Alphanumeric | YES | id of the payment instrument, which corresponds to the hash of the Primary Account Number (PAN) of the payment method |
| **fiscalCode** | Alphanumeric | YES | Tax code linked to the payment instrument |
| **Status** | Alphanumeric | YES | status of the payment instrument and the eventual tokens related to the PAN. Can have the following values:   * ACTIVE * INACTIVE |
| **activationDate** | Timestamp | YES | timestamp of the activation of the payment instrument. FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |
| **deactivationDate** | Timestamp | NO | timestamp of the eventual deactivation of the payment instrument. FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |

##### 

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **403** | TC\_NOT\_ACCEPTED | Terms & Conditions not accepted. To enable a payment instrument, the user must first register, accepting the T&Cs of the service |
| **500** | GENERIC\_ERROR | error retrieving user profile |
| **404** | HPAN\_NOT\_FOUND | hpan non presente |

### 1.2.6 H/M Banking Payment Instrument deactivation

API used to deactivate the payment instrument from the automatic billing program.

**Path**: /fa/hb/payment-instruments/{id}

**Method**: DELETE

##### Path Parameters

|  |  |  |
| --- | --- | --- |
| **field** | **format** | **Description** |
| **id** | Alphanumeric | id of the payment instrument, which corresponds to the Primary Account Number (PAN) of the payment method |

##### Query Parameters

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | String | NO | Request ID, unique identifier determined by initialisation (UUID) |

##### Request Body

No parameters envisaged

##### Response Code

HTTP Response Code 204

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

No response body

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **404** | HPAN\_NOT\_FOUND | hpan not found |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **500** | GENERIC\_ERROR | error retrieving user profile |

### 

### 1.2.7 Unsubscribe Customer

API used for disabling the user from the platform. This operation allows you to disable the user and all his active payment instruments.

**URL**: /fa/hb/customer/{id}

**METHOD**: DELETE

**Path Parameters**

|  |  |  |
| --- | --- | --- |
| **Field** | **Format** | **Description** |
| **id** | Alphanumeric | user ID, which corresponds to their tax code |

**Query Parameters**

Nessun parametro previsto

**Request Header**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Format** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by initialisation (UUID) |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |

**Request Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Format** | **Mandatory** | **Description** |
| **channel** | Alphanumeric | YES | the channel that identifies the Issuer calling the API:   1. Issuer’s ABI code 2. string “BPAY1” for PagoBancomat 3. string “STPAY” for Satispay |

**Response Code**

HTTP Response Code 204

**Response Header**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Format** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

No response body

**HTTP Error Codes**

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **401** | TOKEN\_NOT\_VALID | invalid key |
| **500** | GENERIC\_ERROR | generic error |
| **400** | TOO\_MANY\_CHANNELS | error that occurs in case there are other payments instruments that are active and enrolled from other channels |

### 1.2.8 H/M Banking Update payment instruments Token

API used to update the tokens related to a physical Card (identified by PAN) enrolled on FA.

**Path**: /fa/hb/payment-instruments/{id}

**Method**: PATCH

##### Path Parameters

No parameters envisaged

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | Alphanumeric | YES | Subscription key associated  with the issuer |
| **x-request-id** | String | NO | Request ID, unique identifier determined by initialisation (UUID) |

##### Request Body

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **id\*** | Alphanumeric | YES | id of the payment instrument, which corresponds to the encrypted Primary Account Number (PAN) of the payment method |
| **fiscalCode** | Alphanumeric | YES | user ID, which corresponds to their tax code |
| **tokenPanList** | String List | NO | list of the tokenized PANs linked to the physical card (PAN)  ex. tokenized payment instruments such as GooglePay, ApplePay etc |
| **PAR** | String | NO | corresponds to the Payment Account Reference |

**\*Not necessary for the SIT environment**. The parameter id, once encrypted with the pgp public key, must have the following structure in the Request Body :

-----BEGIN PGP MESSAGE-----\nVersion: BCPG C# v1.6.1.0\n\nhQEMA+NENQPn0iNJAQf/ee9tRkksD+IhY84e2SG4Or51kopVtwWbysbzEpWX0oAo\n0aVLq10BHbTs2zEG1L1Xwqf24YrrRvc6IUX73j4Xh6n//Mz7op8dCD47uMSVeSDa\n9EMd239jDKD31d6O3I1CEPfnaTVOPy4veHxgNn6deWxdUai9a1RCZMJXO9AXWKtu\n6oVjUMWiJhpT8zK9OO2KT+YpMUWp8CTJfoQQVMdZx8lqpYvXvmblAAtT7HZfGn41\nFYnPv07mOseniLI5jOeHcUwDb2uVZExysxfotgW8VECUXT/39kLYkqzh4USyvVWo\nMC9XN1Jo3iXV6Z1BYDS9f/BydHPk3EGJeOk41QVY68kuVMrPTKAMluHg49E0vj+X\nSVEP14vqqNn0hsRJDDOYnFUVbOlEhYHW4q31mttOIw==\n=7n38\n-----END PGP MESSAGE-----\n

##### 

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **x-request-id** | String | NO | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **activationDate** | Timestamp | YES | timestamp of the activation of the physical card (identified by the PAN). FORMAT ISO8601 yyyy-MM- ddTHH:mm:ss.SSSXXXXX |

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |
| --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Description** |
| **404** | HPAN\_NOT\_FOUND | hpan not found |
| **401** | TOKEN\_NOT\_VALID | invalid token |
| **500** | GENERIC\_ERROR | error retrieving user profile |

# 

## 1.3 Token Manager API’s

Both APIs will be exposed to the Issuers from the Payment Manager in order to provide the possibility to send, modify or get the status of the citizen’s consent for the Use of tokenized cards.

### 1.3.1 Create or Change Token Consent

API used to send or change the Citizen’s consent to use the tokens related to a physical Card (identified by PAN) .

**Path**: /tkm/consentm/consent

**Method**: POST

##### Path Parameters

No parameters envisaged

**Query Parameters**

No parameters envisaged

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | String | YES | Subscription key associated  with the issuer |
| **tax-Code** | String | YES | user ID, which corresponds to their tax code |

##### Request Body

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **consent** | Enum | YES | Type of consent:  - Allow  - Deny |
| **pgpPan** | String | NO | Pan crypted with PGP |
| **services** | Array enum | NO\* | List of the services (ex: FA, BPD)  If this parameter is blank, the changes will be referred to all services.  **\*Note**: If the parameter “services” contains a value, also the “pgpPan” field must contain a value (it cannot be blank) |

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Request-id** | String | SI | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **consent** | Enum | YES | Type of consent:  -Allow  - Deny  - Partial  Allow and Deny are applied to all hpans.  If the field contains the value “Partial”, the field “details” must contain a value |
| **lastUpdateDate** | Timestamp | YES | timestamp of the last update (ddTHH:mm:ss.SSSXXXXX) |
| **details\*** | Array | NO\* | Details of the hash pan. Blank if consent is Allow or Deny  **\*Note**: if the consent is “Partial”, this parameter can not be blank. |

**“details” table**

|  |  |  |  |
| --- | --- | --- | --- |
| **hpan** | String | YES | Pan hash to specify a single card. If blank, the change is referred to all cards linked to tax code |
| **consent** | enum | YES | Type of consent:  - Allow  - Deny |
| **service** | enum | YES | Type of service:  - FA  - BPD |

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |  |
| --- | --- | --- | --- |
| **HTTP Response Code** | **Error code** | **Body** | **Description** |
| **400** | BAD\_REQUEST | *{"statusCode": 1002,*  *"message": "Cannot give a partial consent after a global consent"}* | Bad Request |
| **401** | ACCESS\_DENIED | *{"statusCode": 1002,*  *"message": "Cannot give a partial consent after a global consent"}* | Access Denied |
| **500** | GENERIC\_ERROR |  | Internal Server Error |

### 1.3.2 Get Status Token Consent

API used to retrieve the status of the Citizen’s consent to use the tokens related to a physical Card (identified by PAN) .

**Path**: /tkm/consentm/consent

**Method**: GET

##### Path Parameters

No parameters envisaged

**Query Parameters**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **services** | Array enum | NO | List of the services involved. If blank, the change is referred to all services (example: FA, BPD)  If the parameter contains a value, the “pgp-Pan” must be filled in. |

##### Request Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Ocp-Apim-Subscription-Key** | String | YES | Subscription key associated  with the issuer |
| **tax-Code** | String | YES | user ID, which corresponds to their tax code |
| **pgp-Pan** | String | NO\* | Pan crypted with PGP  **\*Note**: if the query parameter “services” contains a value, this field must contain the card information. |

##### Request Body

No parameters envisaged

##### Response Code

HTTP Response Code 200

##### Response Header

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **Request-id** | String | SI | Request ID, unique identifier determined by caller or system (UUID) |

**Response Body**

|  |  |  |  |
| --- | --- | --- | --- |
| **Field** | **Type** | **Mandatory** | **Description** |
| **consent** | enum | YES | Type of consent:  -Allow  - Deny  - Partial  Allow and Deny are applied to all Hpans. If the field contains the value “PARTIAL” the parameter “details” must be filled in. |
| **lastUpdateDate** | Timestamp | YES | timestamp of the consent/dissent  (ddTHH:mm:ss.SSSXXXXX) |
| **details** | Array | NO | Details of the hash pan. Blank if consent is Allow or Deny  **\*Note**: if the consent is “Partial”, this parameter can not be blank. |

**“details” table**

|  |  |  |  |
| --- | --- | --- | --- |
| **hpan** | String | YES | Pan hash to specify a single card. If blank the changes is referred to all cards linked to tax code |
| **consent** | enum | YES | Type of consent:  - Allow  - Deny |
| **service** | enum | YES | Type of service:  - FA  - BPD |

##### HTTP Error Codes

Below is the list of error messages and the associated response codes

|  |  |  |  |
| --- | --- | --- | --- |
| **HTTP Response Code** | **Error code** |  | **Description** |
| **400** | BAD\_REQUEST | *{"statusCode": 1002,*  *"message": "Cannot give a partial consent after a global consent"}* | Bad Request |
| **404** | CF\_HPAN\_NOT\_FOUND |  | Tax Code or Hpan not found |
| **401** | ACCESS\_DENIED | *{"statusCode": 1002,*  *"message": "Cannot give a partial consent after a global consent"}* | Access Denied |
| **500** | GENERIC\_ERROR |  | Internal Server Error |

# 

# Appendix 1 - Issuer Authentication

The interactions of the issuer use a mutual authentication mechanism over TLS 1.2 protocol, through the exchange of public certificates, issued by a CA (certifying authority), used for verification by both actors with respect to the keys in their possession. For this mechanism to be applicable, the following is therefore necessary:

* the Client must be configured to send requests over TLS 1.2 protocol, indicating a store containing the chain of certificates necessary to verify the reliability of the server on which the request is made; in addition, a store containing at least the private and public key with which the client authenticates with the machine contacted.
* the API must be configured to accept requests over TLS 1.2 protocol, it must be configured to use a collection of keys on which to apply certificate verification, it must be configured to provide a public certificate, used by the Client for the authentication of the machine to which the request is directed.

To generate the Certificate Signed Request it is necessary to use the client-certificate.cnf configuration template (suitably reconfigured with the information of the specific Issuer). The command to invoke for generating the csr and its private key (using OpenSSL) is as follows:

*openssl req -new -config client-certificate.cnf -keyout client-certificate.key*

*-out client-certificate.csr*

To enable the authentication process, certificates related to CAs in “.cer” format must be provided to the API publisher (since they must contain only the public key, the password is not mandatory, otherwise it must also be provided).

**N.B**: for tests in the sit environment, the client certificate can be self-signed, and must be provided to the API publisher in “.cer” format, while for higher environments it must be signed by the PagoPA internal CA, and it is not necessary to share it with the API Publisher. Consequently, the file containing the CA's public key should only be provided by the Issuers in the SIT environment. In higher environments the PagoPA CA certificate will already be preconfigured. If it is necessary to obtain a certificate with a signature valid for environments above SIT, send the .csr to be signed to [*security@pagopa.it*.](mailto:security@pagopa.it)

The APIs will be presented and configured to enable the mutual authentication process based on a given certificate. In the case of services used by Issuers, a dedicated policy is introduced to allow the authentication process through multiple certificates, to allow the use of certificates for the Issuers.

# Appendix 2 - Issuer Services Authorisation

Issuer system developers who need to use the published APIs must include a valid subscription key in HTTP requests when making calls to those APIs. Otherwise, the calls are immediately rejected by the API Management gateway and, as a result, are not forwarded to back-end services.

To obtain a subscription key for API access, a subscription is required. A subscription is essentially a container for a pair of subscription keys. Developers who need to use published APIs can obtain the subscriptions in two ways (depending on how they were configured):

* + with the approval of API publishers;
  + without the need for API publisher approval.

API publishers can also create subscriptions directly for API consumers.
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Below are the steps necessary to register to test the behaviour of the services;

Access the dev address dedicated to developers (see Appendix 3)
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1. After clicking on the yellow button, you will be directed to the registration page where the credentials for the account configuration must be entered.
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1. After completing the credential entry process, we will receive via email the necessary configurations to complete the verification via a link.
2. After clicking on the link contained in the email, you will be redirected to the login page where you will have to authenticate with the created user. To create the subscription and its keys you must select the "Products” option.
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1. At this stage, you must select the subscription type
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5. Enter a name and select the Subscribe option
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6. The outcome of the subscription will be visible under “Profile” in the menu.

# 

# 

# Appendix 3 - Environments

|  |  |  |  |
| --- | --- | --- | --- |
| **Environment** | **IP API Gateway** | **URL API Gateway** | **Developer Portal URL** |
| SIT | 104.40.204.96 | https://bpd-dev.azure-api.net | https://bpd-dev.developer.azure- api.net |
| UAT | 20.54.178.216 | https://test.cstar.pagopa.it/ | https://developer- test.cstar.pagopa.it/ |
| PROD | 51.137.18.218 | https://prod.cstar.pagopa.it/ | https://developer.cstar.pagopa.it/ |